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# Таблица результатов оценки угроз с «подписями» экспертов

| **Эксперты** | **УБИ. 195** | **УБИ. 119** | **УБИ. 015** | **УБИ. 201** |
| --- | --- | --- | --- | --- |
| Вебер Д. | Высокое | Низкое | Среднее | Среднее |
| Колесников А. | Среднее | Среднее | Среднее | Низкое |
| Маркевцев В. | Высокое | Среднее | Низкое | Высокое |

# Таблица адаптированного базового набора мер

| **Возможные угрозы безопасности ПДн** | **Меры по приказу №21 ФСТЭК** | **Программные решения** | **Стоимость** |
| --- | --- | --- | --- |
| УБИ. 195 | VI. Антивирусная защита (АВЗ) | Kaspersky Premium | 1959 руб. |
| УБИ. 119 | XIII. Защита информационной системы, ее средств, систем связи и передачи данных (3ИС) | Ограничение доступа к аппаратным  средствам | 0 руб. |
| УБИ. 015 | VI. Антивирусная защита (АВЗ) | Kaspersky Premium | 1959 руб. |
| УБИ. 201 | XII. Защита технических средств (ЗТС) |  | 0 руб. |
| Итог |  |  | 1959 руб. |

# Вывод

В ходе данной работы была произведена оценка модели угроз и осуществлен расчет стоимости обеспечения безопасности.

# Контрольные вопросы

1. Какое основное требование к средствам защиты информации установлено в Приказе №21?

– Обеспечение конфиденциальности, целостности и доступности информации, а также защита от утечки и несанкционированного доступа.

2. Что должны обеспечивать меры по идентификации и аутентификации субъектов доступа и объектов доступа?

- Уникальность идентификации

- Аутентификация

- Авторизация

- Конфиденциальность

- Непрерывность и доступность

- Аудит и мониторинг

3. Что должны обеспечивать меры по антивирусной защите?

– Защиту от различного вредоносного ПО.